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Preface

This Standard was prepared by the Joint Standards Australia/Standards New Zealand Committee IT-
012, Information security, cybersecurity and privacy protection, to supersede AS ISO/IEC 27001:2015,
Information technology—Security techniques—Information security management systems—Requirements.

I Amendment 1 to this Standard was prepared by the Joint Standards Australia/Standards New
Zealand Committee IT-012, Information security, cybersecurity and privacy protection. @l

This Standard incorporates Amendment No. 1 (November 2024). The start and end of changes introduced
by the Amendment are indicated in the text by tags including the Amendment number 1.1

The objective of this document is to specify the requirements for establishing, implementing,
maintaining and continually improving an information security management system within the context
of the organization. This document also includes requirements for the assessment and treatment of
information security risks tailored to the needs of the organization. The requirements set out in this
document are generic and are intended to be applicable to all organizations, regardless of type, size
or nature. Excluding any of the requirements specified in Clauses 4 to 10 is not acceptable when an
organization claims conformity to this document.

I%) This document is identical with, and has been reproduced from, ISO/IEC 27001:2022, Information
security, cybersecurity and privacy protection — Information security management systems —
Requirements and its Amendment No. 1 (2024) which has been added at the end of the source text. 1]

As this document has been reproduced from an International document, a full point substitutes for a
comma when referring to a decimal marker.

Australian or Australian/New Zealand Standards that are identical adoptions of international
normative references may be used interchangeably. Refer to the online catalogue for information on
specific Standards.

The terms “normative” and “informative” are used in Standards to define the application of the
appendices or annexes to which they apply. A “normative” appendix or annex is an integral part of a
Standard, whereas an “informative” appendix or annex is only for information and guidance.

© Standards Australia Limited/Standards New Zealand 2024
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