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Preface
This Technical Report was prepared by the Standards Australia Committee 1T-043, Artificial
Intelligence.

The objective of this document is to survey topics related to trustworthiness in Al systems, including
the following:

— approaches to establish trust in Al systems through transparency, explainability, controllability, etc.;

— engineering pitfalls and typical associated threats and risks to Al systems, along with possible
mitigation techniques and methods; and

— approaches to assess and achieve availability, resiliency, reliability, accuracy, safety, security and
privacy of Al systems.

The specification of levels of trustworthiness for Al systems is out of the scope of this document.

This document is identical with, and has been reproduced from, ISO/IEC TR 24028:2020, Information
technology — Artificial intelligence — Overview of trustworthiness in artificial intelligence.

As this document has been reproduced from an international document, a full point substitutes for a
comma when referring to a decimal marker.

Australian or Australian/New Zealand Standards that are identical adoptions of international
normative references may be used interchangeably. Refer to the online catalogue for information on
specific Standards.

The terms “normative” and “informative” are used in Standards to define the application of the
appendices or annexes to which they apply. A “normative” appendix or annex is an integral part of a
Standard, whereas an “informative” appendix or annex is only for information and guidance.

© Standards Australia Limited 2024
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